Cabinet for Health and Family Services (CHFS)

Information Technology (IT) Policies

Category:  065.000 Application Development

065.005 Application Promotion
Policy: The CHFS does not allow installation of custom and / or CHFS developed applications on workstations without IT management approval.

Scope: This policy applies to all CHFS employees and contractors, including all persons providing contractor services, who use, process, or store computerized data relevant to agency business on a CHFS maintained workstation.
Policy/Procedure Maintenance Responsibility: The CHFS Office of Administrative and Technology Services (OATS) Division of Infrastructure and User Management (DIUS) is responsible for the maintenance of this Policy/Procedure.

Applicability: All CHFS employees and contractors shall adhere to the following policies.

Exceptions: Any exceptions to this policy must follow the procedures established in CHFS IT Policy #070.203.
Process for turning over custom and / or CHFS developed applications to production that require executable code to be installed on a workstation:

Background: 

It is CHFS development guideline that applications do not utilize additional executable code for an application to function properly. However in unusual circumstances, it may be necessary to utilize executable code. For those unusual circumstances, the following policy applies.
1. For all applications that need to have executable code installed on a workstation (new systems that are turned over to production, or for any existing application that is modified), a copy of all executable code for that specific application are to be placed in the DIUS Central Source Code Repository Library and/or in the Desktop Source repository for application/Utilities.  Any installation instructions need to be included with the install executables.  It is essential that DIUS be involved in the early stages of development to ensure that any deviations from the standards are agreed to by DIUS.
2. Files that need to be installed with the application that are not part of the standard DIUS installation (e.g. higher MDAC version) must also be included with that application installation code and instructions provided to DIUS. All new applications will be tested for compatibility with the current desktop images to ensure there are no issues. 
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Cross-Reference #

· CHFS IT Development Standards 

· CHFS IT User Requirements Document 

· CHFS IT Technical Design Document 

· CHFS IT Policy #010.103 - Change Control 

· CHFS IT Policy #065.001 - Server Environment Management Policy
· CHFS IT Policy #070.203 - Exceptions to Standards and Policies.

· CHFS IT Procedure #065.010 - Utilizing Microsoft Visual SourceSafe (VSS) to Deploy CHFS Web Applications - version 1.0 (dated 5/14/2003)
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