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Category: 8000 Applications Development Domain

8100 - Application Development Methodology and Software
8200 - Application Development Platform 
8300 - Application Development Quality Management Software 

Definition: 
See COT Standards #8100, #8200 and #8300

Rationale: 
As per COT Standard #8100, 8200 and 8300:

Need a limited product set for: economies of scale with respect to procurement, skills transferability required by a mobile workforce, data interchange between state government agencies, skills requirements for a competency team development environment.

Approved Standard(s): 
See COT Standards #8100, #8200 and #8300


Approved Products:  (For NEW Application Development)
CHFS has selected a subset of development tools that match CHFS technology development skills, along with additional tools required for Cabinet applications with exceptions granted by COT.

Development Tools:

ADA Compliance:
HiSoftware Compliance Sheriff

Barcode Generation: 
TechnoRiversoft barcode / Zxing

Business Intelligence: See CHFS Standard #2310
Business Objects XI Release3 or 4.0 (Premium + Web Intelligence)

Business Rules Modeling and Rules Engine Software: 
Corticon Business Rules Engine – Business Rules Modeling and Execution
Corticon Business Rules Modeling Studio – Business Rules Creation & Modeling

Data Management: 
VisionWare’s MultiVue for MDM – not for new development
IBM Initiate for MDM/InfoSphere MDM Standard Edition

Data Modeling and Design:
Microsoft Visio 2007 and 2003
Microsoft Visual Studio.NET 
ERWIN

Database: See CHFS Standard #2400
Microsoft SQL Server 
		Microsoft SQL Server Management Studio

Enterprise Collaboration and Document Repository:
	SharePoint 

Forms Generation: See CHFS Standard #2340: 
InfoPath
HP Exstream Server – Dynamic Forms Generation

Graphic Conversion and Creation:
Photoshop CS3
Photoshop Elements 

Imaging Software:
	KnowledgeLake

Integrated Development Environment (IDE):
Microsoft Visual Studio 
 	
Integration Brokers, Workflow and Rules Engines: See CHFS Standard #4350
BizTalk
Windows Workflow Foundation

Job Scheduling and Workflow:
Dollar Universe – Batch Scheduling
Dollar Universe 6
Univiewer 4
K2 Workflow

Programming Languages:
ASP.NET (C# or VB)
JQuery

Reporting: 
Microsoft SQL Reporting Services

	Other:
AppFabric
Neodynamics Barcode Professional
SCOM
Windows Server
IBM Infosphere Optim – for Data Masking
Omniture Site Analytics (SiteCatalyst) – for Web Site Analytics



Libraries, Routines, Middleware & Support Tools:

Add-in Controls:
Silverlight – not to be used for new development
Silverlight SpellCheck Control (Karamasoft)
skmControl2
skmValidators

Application Security, Code Scanning, Vulnerability Scanning and Detection Tools:
AppScan Enterprise Edition (IBM) – Application Vulnerability Scanning
DataPower – SOA Security Appliance 
Fortify Static Code Analyzer – Security Code Analysis Tool 
IBM Integration Appliance - XI52
Kentucky Online Gateway (KOG)
Metascan – AV/API
Qradar – SIEM Tool
QRadar – Log Manager – SIEM Tool

Automated Testing Tool Software: See CHFS Standard #8000.022
		Microsoft Visual Studio Team Suite (VSTS) with Team Foundation Server (TFS) 

Code Management and Version Control:
Microsoft Team Foundation Server 

Encryption Tools:
Bouncy Castle for encryption 
IDAutomation security font

Libraries and Frameworks:
Entity Framework
Microsoft Enterprise Library 5.0
Microsoft .NET Framework 
Newtonsoft.Json – Used to convert Class Object to JSON
MVC
WCF

Open Source Tools:
Ajax Control Toolkit (maintained by Dev Express)
ionic zip library
JQuery and JQuery UI
Enterprise Library
Nunit
PRISM (For Silverlight design)






Justification/Comments:

CHFS predominantly is a Microsoft software development shop. Adhering to these products offers distinct integration advantages due to the availability of add-ons to the IDE. This allows for quicker and less costly development.

All security functions of new applications within the Cabinet will have to integrate with the CHFS security system, Kentucky Online Gateway (KOG), an identity management and single sign-on system with workflow-based user provisioning/de-provisioning, support for extended security attributes and support for claims-aware applications via an active directory federated services (ADFS)-based runtime authentication environment.  

Per COT Standard #8100:

Application development software will help agencies to improve their functionality, flexibility and responsiveness of their business systems.  Agencies also may realize improved access to client data and increased employee productivity as additional benefits to application development software.


Technical and Implementation Considerations:
Per COT Standard #8100:

GUI development products are a maturing market.  It is predicted that one development product will be selected as the standard once this market matures and the products are evaluated. To implement an application development software environment, agencies must not only have the necessary hardware and software tools in place, but they must also have the necessary infrastructure in place. This infrastructure should include the supporting organizational structure, standards and procedures and a development methodology. The agencies’ organizational structure should include: application developers, network administration, database administration, technical support and help desk support.
 
Exceptions:
Any exceptions to this standard must follow the procedures established in CHFS IT Policy #070.203.

Review Cycle:
Annually and as needed

Timeline:
Last reviewed:		8/15/15
Next annual review: 	8/15/16 

Cross Reference
COT Standard #8100 – Applications Development Methodology and Software
COT Standard #8200 – Applications Development Platform
COT Standard #8300 – Applications Development Quality Management Software

Link to all COT Application Development Domain Standards:
https://gotsource.ky.gov/docushare/dsweb/Get/Document-301115/

Link to all CHFS IT Standards:
http://chfs.ky.gov/os/oats/itstandards.htm

Link to all CHFS IT Policies:
http://chfs.ky.gov/os/oats/policies.htm
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